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**Change History Log**

| **Date** | **Change Description** | **Author** |
| --- | --- | --- |
| 03/30/2015 | P14423 – Create new test case ECUIMU1 | Lili Huang |
| 03/302015 | P14423 – Create new test cases:  ECUIMU2 – add users as SRMGR  ECUIMU3 – update users’ role to SRMGR and vice versa | Lili Huang |

|  |  |
| --- | --- |
| **Scope** | This document focuses on development test plan for the eCoaching Manage Users configuration. |

|  |  |
| --- | --- |
| **Purpose** | The purpose of the eCoaching Manage Users Test Plan is to document the specific steps test that the application is functioning successfully. |

| **Item** | **Description** |
| --- | --- |
| Test Case ID | ECUIMU1 |
| Source Description | New |
| Test Location | https://f3420-mpmd01/ecl/default.aspx |
| Updated File(s) |  |
| Supporting Documentation |  |
| Notes | Add New Access Role “SRMGR”. |

| **TEST#** | **ACTION** | **EXPECTED RESULTS** | **RESULTS**  **P/F/I** | **COMMENTS** |
| --- | --- | --- | --- | --- |
|  | Launch URL to test Manage Users page using LAN ID and LAN password:  <https://f3420-mpmd01/ecl/default.aspx> | Manage Users page successfully displays | *P* |  |
|  | Select Dropdown List “Access Role” | Dropdown List “Access Role” has “Senior Managers” listed as an option. | *P* |  |

| **Item** | **Description** |
| --- | --- |
| Test Case ID | ECUIMU2 |
| Source Description | New |
| Test Location | https://f3420-mpmd01/ecl/default.aspx |
| Updated File(s) |  |
| Supporting Documentation |  |
| Notes | Add New User function with access role “SRMGR” |

| **TEST#** | **ACTION** | **EXPECTED RESULTS** | **RESULTS**  **P/F/I** | **COMMENTS** |
| --- | --- | --- | --- | --- |
|  | Select “Senior Managers” from Dropdown List “Access Role”;  Enter a valid user in “Add New User” textbox;  Click Add. | The user displays in the CURRENT USERS table. | *P* |  |
|  | Select “Senior Managers” from Dropdown List “Access Role”;  Enter an invalid user in “Add New User” textbox;  Click Add. | Error message “Requested user [user] is not a valid user” displays.  The user doesn’t display in the CURRENT USERS table. | *P* |  |

| **Item** | **Description** |
| --- | --- |
| Test Case ID | ECUIMU3 |
| Source Description | New |
| Test Location | https://f3420-mpmd01/ecl/default.aspx |
| Updated File(s) |  |
| Supporting Documentation |  |
| Notes | Update User Role |

| **TEST#** | **ACTION** | **EXPECTED RESULTS** | **RESULTS**  **P/F/I** | **COMMENTS** |
| --- | --- | --- | --- | --- |
|  | Select “Historical Dashboard Exception” from Dropdown List “Access Role”;  Click the Edit User image for a user listed in the CURRENT USERS table;  Under Role column, select “SRMGR” from the dropdown list;  Click Update.  Select “Senior Managers” from Dropdown List “Access Role”; | The user displays in the CURRENT USERS table. | *P* |  |
|  | Select “ARC CSR Users” from Dropdown List “Access Role”;  Click the Edit User image for a user listed in the CURRENT USERS table;  Under Role column, select “SRMGR” from the dropdown list;  Click Update.  Select “Senior Managers” from Dropdown List “Access Role” | The user displays in the CURRENT USERS table. | *P* |  |
|  | Select “Senior Managers” from Dropdown List “Access Role”;  Click the Edit User image for a user listed in the CURRENT USERS table;  Under Role column, select “ECL” from the dropdown list;  Click Update.  Select “Historical Dashboard Exception” from Dropdown List “Access Role” | The user displays in the CURRENT USERS table. | P |  |  |